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IDP GCP - OpenID Connect

Instructions

Sign in to your Google Cloud Console:

https://console.cloud.google.com

Click on Select a Project
Click on New Project

Project Name:
Choose a Project Name
Organization:
Choose your Organization
Location:
Choose your Location

https://console.cloud.google.com
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APIs & Services

Click on OAuth consent screen
User type:
Choose Internal
Click on Create

App name:
Name the application as you wish (e.g. “Inova”)
User support email:
Enter  your email address

Developer contact information:
Enter  your email address
Click on Save and Continue
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Click on Add or Remove Scopes
Check the following scopes:

../auth.userinfo.email

../auth.userinfo.profile
openid

Click on Update

Click on Credentials
Click on Create Credentials
Click on OAuth client ID

Application type:
Select Web application
Name:
Name the application as you wish (e.g. “Inova”)
URIs:
https://auth.inova-application.com/auth/realms/<realm_name>/broke
r/oidc-gcp/endpoint
Click on Create

Your Client ID:
Copy and note the Client ID
Your Client Secret:
Copy and note the Client secret

Send the elements you noted previously to Inova:

Client ID
Client secret

Please ensure that the domainIMPORTANT: 
 is whitelisted on your endauth.inova-application.com

Replace  by the one provided by Inova.<realm_name>

Make sure that the Inova users are allowed, otherwise they won’t be able to sign in to the application.
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